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Analysis and Improvement of Performance 
Criteria in Vehicular Communication 
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Abstract— A vehicular ad hoc network is one of the spontaneous engenderments of a wireless network of mobile contrivances. This is 

the maximum developing studies area within the discipline of telecommunication. Resulting from rapid topology converting and common 

disconnection, it miles immensely difficult to layout a green routing protocol for routing statistics among cars, known as the car to 

conveyance conversation and conveyance to roadside infrastructure. VANET will inaugurate a brilliant revolution in Wi-Fi communique 

of speedy facts transmission, network availability, protection, and safety by using a superior application phase. VANET faces several 

challenges in phrases of Quality of Service and its Overall Performance which relies upon several parameters including conveyance 

density, throughput, packet delivery ratio, end-to-end delay, emergency message inter-arrival time, packet loss ratio, average cluster 

time, protocol overhead, delay, broadcast count, and so forth. Performance evaluation and amelioration of the C2C communique 

associated with packet delivery ratio and throughput is the concern in this research. Furthermore, the destiny of the C2C communique; 

advantages, and barriers also are discussed right here. Eventually, the top demanding situations of destiny paintings on VANETs are 

presented. I evaluate the performance metrics which include packet delivery ratio and throughput utilizing the OMNET++ simulator. 

 
Index Terms— AODV, GPSR, OMNET++, PDR, routing protocol, throughput, C2C, VANET 

——————————      —————————— 
 

1    INTRODUCTION 

HESE days we're on the threshold of witnessing the 
revolution of automobile technology. VANETs draw 
attention from industry and academia, for precisely 

defined specific appealing functions and hard characteristics. 
Vehicular Adhoc Networks permit motors to speak with each 
different that aren't in the identical radio transmission variety 
and additionally to Roadside gadgets. Large motives in the 
back of the rapid growth of Vehicular Adhoc Networks are 
the amelioration of safety, decrement gasoline consumption, 
and incremented capacity of subsisting roadways which is 
critical for the Perspicacious Conveyance System industry. 

A network is an amassment of hardware and network 
contrivances connected to sanction the sharing of statistics. An 
ad hoc network is a composition of man or woman 
contrivances that communicate with each other instantly. 
There's spontaneous or impromptu creation. It can be relegated 
into several types relying upon the character of its programs. 
The Vehicular Adhoc community is one of the maximum 
outstanding ad hoc networks. 

   VANET can be characterized through Dynamic Topology, 
Intermittent Connectivity, Mobility Patterns, Limitless 
Electricity and Garage, Onboard Sensors factors. 

 The transmuting of conveyance speed and direction 
varies every moment predicated on circumventions. 
It's far ensuing in excessive dynamic topology. 

 Intermittent connectivity is the connection switching 
between conveyances for exchanging facts that arise 
immensely. An automobile may lose connection at 
switching time. Excessive dynamic topology is the 
important thing motive in the abaft of this common 
disconnection. 

 A first-rate variety of conveyances follow some 

concrete patterns of traffic signals, road signs, and 
visitors’ symbols to make a kineticism that is auxiliary 
in the engenderment of VANET routing protocols. 

 Besides garage potential, nodes of VANET have the 
performance of occupying illimitable amplitude of 
potency. For this reason, the nodes are in liberty to 
replace records without energy intake or garage 
wastage. 

 VANET postulates that the nodes are now and again 
arrayed with onboard sensors that are eligible for 
transmission of records to different nodes. 

 VANET constructs a very paramount part in Astute 
Convey Systems that are engendered from the 
information being exchanged by the nodes or 
contrivances. 

   VANET faces numerous demanding situations in phrases 
of Quality of Service and its performance which depends on 
numerous parameters such as automobile density, throughput, 
packet delivery ratio, end-to-end delay, emergency message 
inter-arrival time, packet loss ratio, average cluster time, 
protocol overhead, delay, broadcast count, and so on.  

 Conveyances Density is the range of automobiles 
according to the unit length of the roadway. 

 Throughput is the rate at which best a hit transport of 
the message from conveyance to conveyance or node 
takes the location over a communique channel. 

 Packet Delivery Ratio means the quantity of 
successfully obtained packets to the entire quantity of 
packets despatched by the sender (including re-
transmissions).  

 End-to-End Delay denotes the time a packet takes 
transmitted throughout a community from source to 
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destination. 
 The Inter-Arrival Time is the time distinction between 

each advent into the system and the subsequent. 
 The Packet Loss Ratio is the ratio of the quantity of lost 

packets to the full quantity of the despatched packet. 
The cut-off date violation generates a fragment of 
dropped packets that are utilized to assess the loss of 
overall performance of a scheduled scheme. 

 The Average Cluster Time parameter relies upon on -  
 Average cluster magnitude 
 Histogram of average cluster length at whenever 

factor. 
 Average fraction of the brightest to dim. 

 Protocol Overhead refers back to the records that need 
to be sent with facts being routed through the 
community. 

 Broadcasting is a specific form of procedure in which 
the supply transfers a message to all recipients 
concurrently. 

     To lessen a colossal variety of vehicular visitors’ accidents, 
amend safety, and manage traffic control structures with 
excessive and dependable performance, laptop networking 
researchers have proposed this incipient Wi-Fi networking 
concept referred to as Vehicular ad hoc network which can 
growth passenger protection and offer efficient street and rules 
monitoring. In the future, VANET will provide a bulwarked 
and properly-governed street and an immensely colossal 
number of vehicular applications ranging from conveying 
automation systems to regalement and luxury-based 
applications. 

 
Fig. 1. Vehicular Adhoc Network 

2    FORMATION OF VANET  

According to IEEE 1471-2000 and ISO/IEC 42010, the entities 
in a VANET can be divided into three domains: 

1. Mobile Area: Relying on kineticism and portability, it 
can be divided into two elements:  

 Conveyances Domain: All the conveyances which 
are moving perpetually, like buses, cars, and trucks, 
are blanketed in this category. 

 Cell Contrivance Domain: All transportable handy 
devices, like PDAs, laptops, GPS, and smartphones, 
are blanketed in this class. 

2. Infrastructure Domain: Depending on subsisting 
position, it can be divided into two parts: 

 Roadside Infrastructure Domain: It consists of desk-
bound roadside entities, such as traffic lights, and 

poles.  
 Central Infrastructure Domain: It consists of the 

crucial dealing with the center, which includes 
conveyance control center, site visitors control the 
center. 

3. Common Domain: Depending on immediately and in 
a roundabout way working techniques between nodes, servers, 
and different resources, it may be divided into two elements: 

 Internet Infrastructure: That is responsible for 
hosting, storing, processing, and serving the 
information among automobiles. It is used to 
interconnect cars and customers on the Internet. 

 Private Infrastructure: That is chargeable for 
processing, storing, and serving statistics between 
sources which result is green and powerful for V2I. 

  
Any other shape of VANET structure is communique 

structure. It may be categorized into four major components: 
1. In-Conveyance Communique: It identifies the 

conveyance's inner system data or performance and determines 
factors like phrenic abstraction or lassitude of the driver, etc. 
The tenaciousness of such factors and their extent is immensely 
paramount for public safety as well as driving force protection. 

2. Conveyance to Conveyance Verbal Exchange (C2C): 
The statistics verbal exchange between various motors assists 
the driving force by way of informing them approximately 
warnings and other important facts to every other. C2C 
conversation no longer depends upon a fine-tuned 
infrastructure for the exchange of facts to happen and it avails 
in dissemination, protection, and security applications. 

3. Car-to-Avenue Infrastructure (V2I) Communique: This 
communique takes regions among cellular motors and roadside 
fixed infrastructure to acquire information. It gives updates 
associated with environmental sensing and monitoring, for 
example, real-time site visitors’ updates or weather updates. 

4. Automobile-to-Broadband Cloud (V2B) Verbal 
Exchange: This lets in verbal exchange between automobiles 
over broadband connections, as an instance, 3G/4G. This 
enhances driver help and car monitoring as the broadband 
cloud may additionally contain extra traffic facts and other 
facts. 

In single or a couple of VANETs, all forms of indexed verbal 
exchange take vicinity. The sort of conversation doesn’t count 
until and unless the overall performance of VANET doesn’t 
suffer. The alternative of statistics begins between automobiles 
after ensuring the establishment of an ad-hoc network and 
initialization of conveyance motion. This transmission of data 
to different conveyances and nodes takes place in one of the 
above-indexed ways. As long as the conveyance remains in that 
specific community, it really works and leverages the VANET. 

 
VANET fundamentally supports two varieties of packages 

one is driver collaboration and the alternative is records 
propagation. Driver assistance requires the alternative of such 
statistics which assists the motive force to preserve an extra 
comfy and efficient environment. Information dissemination 
focuses on handing over facts to everybody, for example, 
drivers, nodes, passengers, etc. Its packages vary from critical 
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protection packages to amusement programs. 

3    CONVEYANCE-TO-CONVEYANCE 

COMMUNIQUE 

Conveyance-to-Conveyance ad hoc network allows 
independent verbal exchange between conveyances and 
ensures safety, security, and dissemination applications. C2C 
verbal exchanges comprise a wireless network where 
automobiles send messages to each other with information 
about secure queries like speed, location, the direction of travel, 
braking, and loss of stability. Conveyance-to-conveyance 
technology uses short-range verbal exchange whose standards 
are set by FCC and ISO. Sometimes it is described as being a 
WiFi network. 

 
Conveyance-to-conveyance (C2C) is a mesh network. Every 

node (for example, car, perspicacious traffic signal) send, 
capture and retransmit signals. Five to ten hops on the network 
accumulate traffic situations a mile ahead. This is enough time 
for the most diverted driver to take his foot off the gas. On the 
first cars, C2C admonitions might come to the driver as a 
vigilant, for example, the red light of a signal, flashlight of the 
conveyance; overall instrument panel, or signal-cognate. It 
might denote the direction or information of the near-most 
forward, rearward, or antithesis conveyance. Since C2C is still a 
concept with several thousand working archetypes that tested 
on cars. Most of the archetypes have advanced to the stage 
where the cars brake or sometimes steer around hazards. It’s 
more exhilarating to visually perceive a car that ceases or not 
one with a flashing lamp.  

C2C could track and report, capture and transmit the 
subsequent inputs, amongst others –  

 Pace of automobile 
 The course of a car’s travel approach its role and 

heading 
 On or off the throttle, like expediting, driving, slowing 
 Brakes on, anti-lock braking 
 Adjustments of diverse lanes 
 Manipulate instability and engaging traction 
 Windshield wipers on, defroster on, headlamps on 

within the daylight hours 
 Role of gear. 

 
Fig. 2. Conveyance-to-Conveyance (C2C) Verbal Exchange 

4    ROUTING PROTOCOLS BETWEEN 

CONVEYANCE-TO-CONVEYANCE  

   VANETs transmute their network topology at every step 
without giving priority to any information. Routing in such 
dynamic networks is so hard mission. Routing protocols can be 
broadly relegated into five classes: 

1. Topology Predicated Routing Protocols: It links 
records in the community to send the information 
packets from source to destination. Proactive Routing 
Protocol is usually primarily based on shortest route 
algorithms. They store facts of whole related nodes in 
shape of tables. Fisheye country Routing Protocol is a 
desk-pushed routing protocol where the facts of each 
node collects from the neighboring nodes. Reactive 
Routing Protocol reduces network visitors when a 
node needs to talk with every other node. Ad Hoc on 
call for Distance Vector (AODV), Dynamic source 
Routing, Temporally Ordered Routing Protocol 
(TORA) are on this class. 

2. Position Predicated Totally Routing Protocols: Here 
each node will trade records among neighbor nodes 
based totally on geographical role. Here blanketed - 
Greedy Perimeter Stateless Routing Protocol (GPSR), 
Connectivity-Aware Routing (CAR), Geographic 
Source Routing (GSR), Anchor-Based Street and 
Traffic-Aware Routing (A-STAR), Street Topology 
Based Routing (STBR), Aware Routing Protocol 
(AMAR), Improved Greedy Traffic-Aware Routing 
Protocol (GyTAR), Edge Node Based Greedy Routing 
Protocol (EBGR), Border-Node Based Most Forward 
within Radius Routing Protocol (B-MFR). 

3. Cluster- Predicated Routing Protocol: It makes clusters 
between nodes or conveyances. A group of nodes 
identifies themselves to be a component of a cluster 
and each cluster has only one cluster-head, which is 
responsible for intra and inter-cluster verbal exchange. 
Here, a direct link connection is utilized for 
establishing intra-cluster verbal exchange between 
each cluster, and a cluster-head connection for 
establishing inter-cluster verbal exchange. In 
clustering, the cluster head broadcasts the packet to 
cluster which provides good scalability for 
astronomically immense networks albeit network 
delay and overhead increase for the high mobility 
feature of VANET. Hierarchical Cluster-Based Routing 
(HCB), Cluster-Based Directional Routing Protocol 
(CBDRP), Cluster-Based Location Routing (CBLR), 
Cluster-Based Routing (CBR), Location Routing 
Algorithm with Cluster-Based Flooding (LORA-CBF) 
are included in this category. 

4. Broadcast-Predicated Routing Protocol: It is a flooding-
predicated routing protocol that is utilized for sharing 
information among conveyances when an event occurs 
then transmitting the information to the maximum 
nodes possible. Albeit this protocol performs better 
when there is the involution of a minuscule number of 
nodes. BROADCOMM, Distributed Vehicular 
Broadcast Protocol (DV-CAST), Secure Ring 
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Broadcasting (SRB), Parameter less Broadcasting in 
Static to highly Mobile Wireless ad hoc (PBSM), 
Preferred Group Broadcast (PGB), Urban Multi-hop 
Broadcast Protocol (UMB), Vector-Based Tracing 
Detection (V-TRADE), Density-aware Reliable 
Broadcasting Protocol (DECA) are included here. 

5. Geo-cast Predicated Routing Protocol: This is an area 
primarily based on multicast routing protocol that is 
used to ship a message to all motors in a pre-defined 
geographical location. The culled area for transmission 
is kenned as a Region of Relevance or ZOR. The 
primary concept is that the sender node wants no 
longer packets to nodes past the ZOR. While packets 
are flooded, there are used the Direct flooding method 
to lessen the amount of overhead and network 
congestion. Inter-conveyance Geo-cast (IVG), Robust 
Vehicular Routing (ROVER), Dynamic Time Stable 
Geo-cast Routing (DTSG) is in this category. 

5    SIMULATION 

OMNeT++ is a modular, aspect-based totally C++ 
simulation library and framework, in general for constructing 
community simulators. Its miles associated with calls to person-
supplied code for processing an occasion. Here, the protocol is 
an advert-hoc on-call for distance vector and the running 
platform is windows. 
5.1  Simulation between C2C Messaging 

Simulation initializes from node-1 (S-1). Node-1 sends a 
message to node-2 (S-2). After receiving the message, node-2 
engenders its own one and sends it to node-3 (S-3). Node-3 
sends back to node-2 (S-4) after receiving a message from 
node-2. This process takes place twice more (S-5), (S-6), (S-7), 
(S-8). 

 
Fig. 3. Simulation from S-1 to S-8 

Next, node-2 sends information back to node-1 (S-9). Then this 
message peregrinates node-1 to node-2 (S-10), and node-2 to 
node-4 (S-11). After that node-4 sends back to node-2 (S-12) 
and to node-1 (S-13). Now, node-1 sends to node-2 (S-14), 
contiguous to node-4 (S-15), and then to node-5 (S-16). 

 
Fig. 4. Simulation from S-9 to S-16 

Now the message will go back from node-5 to node-4 (S-17). 
Node-4 sends to node-6 (S-18) which is the final node of the 
total simulation (S-19). Here node-6 sends back messages to 
node-4 (S-20). Here’s consummated peregrinating and 
transferring message of every node at least one time in the 
first simulation. 

 
Fig. 5. Simulation from S-17 to S-24 

If we take a visual examination of (S-21), (S-22), (S-23),(S-24) 
we can visually examine how messages are transferred and 
how they affect the perspective signal from node-1 to node-2, 
node-2 to node-3, node-3 to node-2, node-2 to node-4 
subsequently. 

 
Fig. 6. Simulation from S-25 to S-32 

Similarly, changes in output transpired in the message 
transferring process from node-5 to node-4 (S-25), node-4 to 
node-6 (S-27), node-6 to node-4 (S-28), node-4 to node-5 (S-29), 
node-5 to node-4 (S-30), node-4 to node-2 (S-31), node-2 to 
node-3 (S-32), and conclusively from node-2 to node-1 (S-31). 
Now, initializing of simulation for the second time from node-
1 (S-32) takes place. 
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Fig. 7. Simulation from S-33 to S-34 

6    ASSESSMENT & ANALYSIS 

A couple of simulations had been finished to generate the 
effects of selected routing protocols on parameters in exclusive 
network environments (situation). These outcomes have been 
then analyzed with a view to attaining the belief of our 
examination. 

Right here, fig.-8 is displaying the transmission of packets 
from node to node. This graph’s every single point is showing 
the transmitted variety of packets per node. 

 
Fig. 8. Packets transmitting from node to node 

This (fig.-9) is a line graph of the average variety of packet 
transmissions from node to node. It’s every point is carrying 
transmitted packet numbers between nodes. 

 
Fig. 9. Line Graph of Packets Transmission between Nodes 

 
Fig. 10. Throughput (Node Speed is 10 m/s) 
This (fig.-10) is a dot graph of throughput. Right here, node 
velocity is 10m/s. The horizontal line is representing the 
variety of nodes, and the vertical line is offering throughput 
(kbps).

 
Fig. 11. Throughput (Node Speed is 30 m/s) 

The fig.-11 is any other dot graph of throughput. Here, the node 
pace is 30m/s. The horizontal line is representing the wide 
variety of nodes, and the vertical line is presenting throughput 
(kbps). 

The ratio of packets correctly received to the overall sent is 
known as the packet transport ratio. The charge at which 
information is despatched thru the community is referred to as 
throughput. The ones packets will not make contributions to 
throughput, because they're in no way sent, which won't have 
an effect on the PDR in any respect. 

6.1  Packet Delivery Ratio 

Packet delivery ratio (PDR) is an immensely vast aspect to 
measure the overall performance of routing protocol in any 
community. The performance of the protocol depends on 
packet size, no of nodes, transmission variety, and the shape 
of the network chosen for the simulation. 

Packet delivery ratio can be measured as the ratio of the 
range of packets introduced in total to the overall wide variety 
of packets sent from the source node to the vacation spot node 
within the community. It’s far anticipated that the most variety 
of facts packets needs to be reached to the destination. Because 
the cost of PDR increases, at an equal time, the performance of 
the community additionally increases equally. 
 

Packet Delivery Ratio

=  
∑(Total Packets Received by All Destination Node) 

∑(Total Packets Send by All Source Node) 
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Fig. 12. Packet Delivery Ratio at high conveyance density 

The packet delivery ratio is immediately proportional to the 
automobile density. As proven in Graph 7.1.1, BMFR 
outperforms EBGR and GyTAR each, and EBGR outperforms 
GyTAR in terms of Packet Delivery Ratio when the car density 
is excessive. Here we can see how packet delivery is tormented 
by the packet transmission density and vehicular site visitors’ 
density. 

6.2  Throughput 

The charge at which information is sent via the community is 
referred to as throughput. Packets may also queue upon the 
source and in no way enter the network if a community will 
become congested and there is a good field. 

Technically, community throughput is the wide variety of 
efficiently transmitted packets from source to the vacation spot 
in keeping with second in Wi-Fi sensors. The cost has to be 
increased for a well-designed community, and the cost of 
throughput substantially decreases if it's far attacked through 
any assault.    

 
Throughput

=
Total Number of Received Packets at Destination ∗ Packet Size

Total Simulation Time
 

 

 
Fig. 13. Throughput at 10 m/s Node Speed 

Fig. 13 is displaying the network throughput of AODV and    
GPSR routing protocols with the node speed of 10m/s. we 
will see that the AODV throughput rate starts with 
approximately 250 kbps and within a count of seconds the 

throughput fee falls to about 1kbps. The reaction velocity 
difference between the sender and the receiver nodes is the 
main cause behind this sudden fluctuation. Next, the AODV 
throughput charge becomes higher after a while and 
continues its throughput fee for a while.  

Compared to AODV, GPSR indicates a better throughput 
price in the entire simulation time. The throughput price 
within the exceptionally mobile environment of VANET is 
steady. 

 
Fig. 14. Throughput at 30 m/s Node Speed 
Fig. 14 is displaying the community throughput of AODV and 
GPSR routing protocols with the node pace of 30m/s. we can 
see that the AODV throughput charge begins with 
approximately 450 kbps and within a count of seconds the 
throughput rate falls to about 0 kbps. Next, the AODV 
throughput fee becomes better after some time and falls again 
for a while. 

 
Fig. 15. Throughput at 20 m/s Node Speed 

Fig. 15 is showing the network throughput of AODV and 
GPSR routing protocols with the node velocity of 20m/s. we 
are able to see that the AODV throughput charge starts 
offevolved with approximately 250 kbps and inside a 
remember of seconds the throughput price falls to about 
1kbps. The response pace difference between the sender and 
the receiver nodes is the principal purpose in the back of this 
sudden fluctuation. Subsequent, the AODV throughput rate 
will become better after a while and maintains its throughput 
rate for some time. Compared to AODV, GPSR indicates a 
better throughput rate inside the entire simulation time. The 

Number

of Nodes
10 20 30 40 50 60 70 80 90 100 110 120 130 140 150

B-MFR 0 0.6 0.7 0.8 0.9 1 1.1 1.2 1.3 1.4 1.5 1.6 1.7 1.8 1.9 2

EBGR 0 0.5 0.6 0.7 0.8 0.9 1 1.1 1.2 1.3 1.4 1.5 1.6 1.7 1.8 1.9

GyTAR 0 0.4 0.5 0.6 0.7 0.8 0.9 1 1.1 1.2 1.3 1.4 1.5 1.6 1.7 1.8
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throughput fee within the relatively cell surroundings of 
VANET is steady. 

 
Fig. 16. Throughput at 40 m/s Node Speed 
Fig. 16 is showing the community throughput of AODV and   
GPSR routing protocols with the node velocity of 30m/s. we 
are able to see that the AODV throughput fee starts 
offevolved with about 450 kbps and within a rely of seconds 
the throughput fee falls to approximately zero kbps upon. 
Subsequently, the AODV throughput charge will become 
higher after some time and falls once more for a while. 
Compared to AODV, GPSR shows a higher throughput price 
for a while. The throughput price within the surprising cell 
surroundings of VANET falls deeply to approximately 45 
kbps. 
 

C. Result 

TABLE I 

PDR & THROUGHPUT (NODE SPEED: 10 M/S) 

Messaging 
speed - mps  

(node to 
node) 

Packet 
Delivery 

Ratio 

Throughput 
(ADOV) 

Throughput 
(GPSR) 

10 m/s 93.6028 240.90 210.56 

10 m/s 97.5757 278.97 214.55 

10 m/s 98.1747 240.58 150.90 

10 m/s 92.3664 266.87 140.89 

 
TABLE II 

PDR & THROUGHPUT (NODE SPEED: 20 M/S) 

Messaging 
speed - mps  

(node to 
node) 

Packet 
Delivery 

Ratio 

Throughput 
(ADOV) 

Throughput 
(GPSR) 

20 m/s 93.7582 240.90 210.56 

20 m/s 97.6027 278.97 214.55 

20 m/s 98.4747 240.58 150.90 

20 m/s 92.4664 266.87 140.89 

 
TABLE III 

PDR & THROUGHPUT (NODE SPEED: 30 M/S) 

Messaging 
speed – mps  

Packet 
Delivery 

Throughput 
(ADOV) 

Throughput 
(GPSR) 

(node to 
node) 

Ratio 

30 m/s 87.1369 204.97 78.99 

30 m/s 92.8920 452.67 123.00 

30 m/s 88.6116 248.94 112.77 

30 m/s 92.1389 415.84 123.67 

 
TABLE IV 

PDR & THROUGHPUT (NODE SPEED: 40 M/S) 

Messaging 
speed – mps  

(node to 
node) 

Packet 
Delivery 

Ratio 

Throughput 
(ADOV) 

Throughput 
(GPSR) 

40 m/s 87.2360 204.97 78.99 

40 m/s 92.3020 452.67 123.00 

40 m/s 88.6516 248.94 112.77 

40 m/s 92.3389 415.84 123.67 

 

We run the simulation a couple of instances and generate 
simulation-associated documents from which we store the 
graphs for analysis and calculation as shown above. Those 
graphs are found very useful inside the statistical evaluation 
of those routing protocols' overall performance. 

7    CONCLUSION 

Ultimately, we can say that, if we primarily based on packet 
delivery ratio – the performance of AODV remains nearly 
regular for a growing variety of cars or nodes, whereas the 
overall performance of GPSR is better than AODV; if we 
recognition on throughput - the overall performance of 
AODV, and GPSR remains nearly steady for increasing range 
of conveyance nodes however GPSR indicates higher than 
AODV. 
  It's miles difficult to have a look at their overall performance 
and safety for the particular features of VANETs when the 
existing algorithms have furnished few answers to various 
records dissemination labyrinths in VANETs. Thus, growing 
dependable and flexible gadget structure is one of the major 
studies trends. 
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